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はじめに 

本学では、学外のネットワークから Teams や Outlook などの Microsoft365 へサインインする際に、多要素認証を
導入しています。 
 
多要素認証とは 

 ID/パスワード入力に加え、スマホ通知の承認や、ワンタイムパスワードコードの入力による本人確認を行うことで、
本人以外の第三者が不正にアクセスすることを防止する仕組みです。 

 
認証方法について 

 多要素認証を使用したMicrosoft365への認証方法は主に 4通りとなります。 
「Microsoft Authenticator」で認証を行う方法は３もしくは４となります。 

※ 「Microsoft Authenticator」とは、Microsoft社から無償で提供されている認証用のアプリケーションです。 
 
本マニュアルでは、Microsoft Authenticator アプリを利用した 3 と 4 を解説します。 
 
1. アカウントとパスワードを入力後、Microsoft へ自動音声による電話着信を依頼し、 

着信時に「＃」キーの入力が求められるので、「＃」キーを押してサインインする方法。 

 

2. アカウントとパスワードを入力後、Microsoft へ SMS で数字 6桁のセキュリティコード発行を依頼し、 

受け取ったコードを Microsoft365 に入力してサインインする方法。 

 
3. Microsoft Authenticatorアプリをスマートフォンにインストールし、アカウントを入力後、アプリで画面に 

表示された 2桁の番号を入力し、[はい]をタップしてサインインする方法。 
 
4. Microsoft Authenticatorアプリをスマートフォンにインストールし、アカウントとパスワードを入力後、 

アプリに表示された数字 6桁のセキュリティコードをMicrosoft365に入力してサインインする方法。 
 
上記の1や2にあるような、電話やSMSを使って認証される方は、「Microsoft365多要素認証設定マニュアル (電
話・SMS)」を参照してください。 
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パスワードレス認証について 

Teamsや Outlookなどで利用する本学Microsoft 365 アカウントは、｢パスワードレス認証｣が利用できます。 
｢パスワードレス認証｣は、サインイン時にパスワードを入力する必要が無く、認証時にパスワード漏えいの恐れが無い、 
次世代の認証として利用が進んでいます。 
 
 従来のサインイン方法 

 ｢ID｣+｢パスワード｣による従来の認証(学内ネットワークのみ利用可) 
 ｢ID｣+｢パスワード｣に加え、｢認証デバイス｣による多要素認証(本人確認)を加えた認証(学外ネットワークか
らサインインする場合は必須) 

 パスワードレス認証のサインイン方法 
 ｢ID｣+｢認証デバイス｣による本人確認を兼ねた認証(学内外ネットワークで利用可) 

 
注意事項 

 ネットワークに接続されていない環境では、多要素認証の設定ができません。 
 学内のネットワーク(公衆無線 LAN 含む)を利用する場合に限り、多要素認証を行わずに Teams や Outlook

などを利用することができます。 
 学外のネットワークからMicrosoft365にサインインする際は、認証デバイスによる多要素認証にて本人確認を行

う必要があります。 
 「Microsoft Authenticator」の対応 OSは「iOS最新の 3 つのバージョンのいずれか」、「Android OS 8.0以

降」です。 
 設定完了後もMicrosoft Authenticator アプリは、アンインストールしないでください(※機種変更した場合は

除く)。 
 このマニュアルでは、スマートフォンは iPhone、ブラウザアプリは Safari を使用しています。 

機種によっては表示される画面が異なる場合がございます。 
 

設定手順 

下記のページ番号に従って進んでください。 
 
手順 1 Microsoft Authenticator アプリのインストール 

→P.3「①端末へのインストール方法」 
 
手順 2 Microsoft Authenticator アプリの初回起動 

→P.4「②初回起動時の利用について(アプリインストール後)」 
 
手順 3 多要素認証とパスワードレス認証の設定 

→P.5「③認証デバイス登録方法」 
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Microsoft Authenticator アプリについて 

① 端末へのインストール方法 

※既にアプリケーションをインストールしている場合は、P.5「多要素認証とパスワードレス認証の設定について」以降をご
確認ください。 
手順 
「Microsoft Authenticator」をインストールしま
す。 

＜Microsoft Authenticator＞ 

 
 
＜iPhone の場合＞ 
「App Store」からインストールします。 
https://apps.apple.com/jp/app/microsoft-
authenticator/id983156458 

 

 
＜Androidの場合＞ 
「Google Play」からインストールします。 
https://play.google.com/store/apps/ 
details?id=com.azure.authenticator&hl=ja 

 

 

https://apps.apple.com/jp/app/microsoft-authenticator/id983156458
https://apps.apple.com/jp/app/microsoft-authenticator/id983156458
https://play.google.com/store/apps/details?id=com.azure.authenticator&hl=ja
https://play.google.com/store/apps/details?id=com.azure.authenticator&hl=ja


 

 
 
 

Microsoft365 多要素認証設定マニュアル(Microsoft Authenticator) 

 

4 
 

 
② 初回起動時の利用について(アプリインストール後) 

手順 
インストール完了後、初回起動時に表示されます。[承諾する]-[続行]-[スキップ]をクリックします。 

                         

この画面が出てきたら、下記手順に沿って多要素
認証を設定してください。 
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多要素認証とパスワードレス認証の設定について 

③ 認証デバイス登録方法 

※スマートフォンを使用して設定してください。 
※以下の手順では、スマートフォンは iPhone、ブラウザアプリは Safari を使用しています。 
手順 
1. スマートフォンで KVC にアクセスします。 https://kvc.osaka-ue.ac.jp/ 
2. [ログイン]ボタンをタップします。 

 
3. サインイン画面が表示された場合は、ID を入力後

[次へ]、パスワード入力後[サインイン]をタップしま
す。 

ID欄︓ 
「ユーザー名」＋@osaka-ue.ac.jp 
※ID とメールアドレスは違う場合があります。 
パスワード欄︓ 
本学システムユーザー名に対応したパスワード 
 

 

 
 
 

 

ID を入力すると画面が
遷移し、パスワード入力
の画面が表示されます。 
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4. [次へ]をタップします。 

 

5. [次へ]をタップします。 

 
6. [このリンクをクリックして、アカウントをアプリにペアリン

グします。] をタップします。 
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7. [開く]をタップします。 

 

8. Microsoft Authenticator アプリが開き、通知の
許可を求められたら、[許可]をタップしてください 

 

9. 本学アカウントが追加されます。 

 

10. ブラウザアプリに戻り、[次へ]をタップします。 
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11. ブラウザアプリに 2 桁の番号が表示され、
Microsoft Authenticator アプリに通知が届くた
め、通知をタップします。 
Microsoft Authenticator アプリにて、ブラウザア
プリに表示された番号を入力して[はい]をタップする
と、手順 9 と同じ画面が表示されます。 

 

 
 

 

12. ブラウザアプリに戻り、[次へ]をタップします。 
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13. [完了]をタップします。 
 
以上で多要素認証の設定は完了です。 
パスワードレス認証の設定を行う場合、下記の手
順を実施してください。 
 

 

14. 「Microsoft Authenticator」アプリを起動しま
す。 

 

15. 本学アカウントをタップします。 

 

16. [パスワードレス サインイン要求の設定]をタップしま
す。 
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17. [続行]をタップします。 
 
※表示されていない場合は、画面を下へスクロール
してください。 
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18. 2 桁の番号が表示され、自動的に番号の入力画
面が開くため、2 桁の番号を入力して、[はい]をタッ
プします。 
 
※2 桁の番号を確認できなかった場合、[番号が
表示されません]をタップすると、番号が再度表示さ
れ、自動的に入力画面に戻ります。 

 
 
 

 
本学アカウントをタップし、「パスワードレス サインイン要
求」と表示されていれば設定完了です。 
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多要素認証設定後サインインする方法 

手順 
1. KVC にアクセスします。 https://kvc.osaka-ue.ac.jp/ 
2. [ログイン]ボタンをクリックします。 

 

3. 認証画面が表示された場合は、ユーザー名を入
力し、[次へ]をクリックします。 

ID欄︓ 
「ユーザー名」＋@osaka-ue.ac.jp 
※ID とメールアドレスは違う場合があります。 
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4. 2 桁 の 番 号 が 表 示 さ れ 、 Microsoft 
Authenticator アプリに通知が届くため、アプリを
起動し、2 桁の番号を入力し、[はい]をタップしま
す。 
※ユーザー名を入力後、パスワード入力画面が
表示された場合は、[代わりにアプリを使用する]
をタップしてください。 

 
 
 
※6 桁の確認コード入力を求められた場合は、
P.14「確認コードの入力を求められた場合」を参
照してください。 
 
※スマートフォンでアクセス時、入力する番号を確
認できなかった場合は、P.15「スマートフォンで入
力番号が確認できなかった場合」を参照してくださ
い。 
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確認コードの入力が求められた場合 

 

  

手順 
Microsoft Authenticator アプリを起動し、ア

カウント名をクリックします。[ワンタイムパスワードコー
ド欄]に表示されている 6 桁のコードをパソコンのコ
ード入力画面に入力し、[検証]をクリックします。 
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スマートフォンで入力番号が確認できなかった場合 

 

 
  

手順 
 [番号が表示されません]をクリックすると、番号が
確認できます。[番号を入力してください]をクリック
すると、入力画面に戻ります。 
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機種変更時に必要な手順について 

スマートフォンの機種変更などにより、認証に使っているスマートフォンが変わる際は、こちらの手順をご参照ください。 
多要素認証の方法や、多要素認証に使っているスマートフォンの情報を、ご自身で変更する手順です。 
※ 機種変更前のスマートフォンが手元にない場合や、故障や初期化で認証の通知が来ない場合は情報システム課

までご連絡ください。 

手順 
1. P.12「多要素認証設定後サインインする方法」を参照して、KVC にログインしてください。 

2. 上部の[Microsoft365]をタップします。 
 

3. メールが表示されるので、画面右上の[アカウ
ントマネージャー]-[アカウントを表示]をタップし
ます。 

 

4. 「セキュリティ情報」の[更新情報]をタップしま
す。 
※認証デバイスによる承認が求められた場
合、P.13「多要素認証設定後サインインする
方法」手順 4 を参照して承認してください。 
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5. 出てきたセキュリティ情報の、「Microsoft 
Authenticator」の下にある[削除]をタップし
ます。 

 

6. 確認画面が表示されるので、[OK]をタップし
ます。 

 
7. 画面上に「認証アプリが削除されました」と表

示されるので、削除されたことを確認します。 

 



 

 
 
 

Microsoft365 多要素認証設定マニュアル(Microsoft Authenticator) 

 

18 
 

8. Microsoft Authenticator アプリを起動し、 
アカウント名をタップします。 
機種変更前の端末はデバイス内のアカウント
を削除することで、多要素認証の通知が届か
ないように設定ができます。 

 
 

9. 右上の歯車マークをタップします。 

 
10. [アカウントの削除]をタップします。 

 
11. [はい、このアプリのみです]をタップします。 

※Android 端末で設定した場合は、表示さ
れません。 
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 更新日︓2025/07/31 
情報システム課 ヘルプデスク 

12. [キャンセル]をタップします。 
Android端末の場合は「←」をタップします。 

 

 

13. [無視]をタップします。 
 
削除はこれにて完了です。 
P5.「多要素認証とパスワードレス認証の設
定について」を参照して、新しいスマートフォン
を操作して、新規登録を行ってください。 
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